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	STATE OF DELAWARE 
SECURITY INCIDENT REPORT--Laptop Theft

	REPORT SUBMITTER INFORMATION:

	Name: 
	

	Department/Division/Section:
	

	Report Completion Date:
	

	Email address:
	

	Phone Number:
	

	INCIDENT INFORMATION:

	Incident Date and Time: 
	

	Location of Theft:
	

	Person responsible for the laptop:
	

	Witnesses to the incident:

	

	Description of Incident 
(how identified, what happened, etc.):

	

	Hardware (manufacturer, model, OS):

	

	Software on the laptop:

	

	Type of data stored on laptop:

	

	Describe law enforcement involvement 
(attach police report):

	

	Describe any potential loss of confidential, secret, or top secret information:

	

	Describe any coaching/counseling given to the employee(s) involved in order to prevent a recurrence:

	

	Resolution:

	

	EMPLOYEE CERTIFICATION STATEMENT

	I understand that I am responsible for safeguarding the confidentiality and integrity of data, regardless of the storage medium.  I acknowledge that a state-owned laptop that was issued to me was stolen as described above.  I am certifying that there was no data on the laptop that was classified as confidential, secret, or top secret, as defined by the State Data Classification Policy.  I am also certifying that there was no personally identifiable information on the laptop.  I understand that data privacy and confidentiality is a top priority for the State of Delaware, and should I discover anything contrary to above, I will alert my management immediately.  I will also take steps in the future to do whatever I can to prevent a future recurrence.


	Signature

	Date
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